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About MCEDC

The official public-private economic development 
organization representing Montgomery County, MD

How does MCEDC help?
We help make connections to:

– Gain market intelligence
– Link business owners to aligned 

partnerships
– Find the ideal business address
– Explore available incentives
– Attract talent and help with 

workforce training
– Help companies relocate here

Led by a board of directors, our mission is to
help businesses start and grow in the county, 
or help companies relocate here
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Big Data Capital Next to the Nation’s Capital
Partial list of federal assets and local companies
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Major Industries
thinkmoco.com/key-industries

BioHealth and Life Sciences 
—
Cybersecurity
—
Tech & Quantum Computing
—
Advanced Manufacturing
—
Hospitality & Tourism
—
Financial Services
—
Agribusiness
—
Nonprofits

THE IMMUNIZATION  
CAPITAL NEXT
TO THE NATION’S CAPITAL

M O N T G O M E R Y  C O U N T Y  
E C O N O M I C  D E V E L O P M E N T  
C O R P O R A T I O N  M A R Y L A N D

Reach out to us to grow in Montgomery County, Maryland 
connect@thinkmoco.com

1801 Rockville Pike, Suite 320, Rockville, MD 20852  I  240.641.6700  I thinkmoco.com

M O N T G O M E R Y  C O U N T Y,  M A R Y L A N D  ( M o C o )

FUNDING MAGNET

$8 Billion in 2020 funding secured 
by MoCo Bio companies

$365 Billion market cap of companies  
with global or U.S. HQs in MoCo

$1.6 Trillion annual  

spend from the Hub of  

Global Healthcare

$1 Trillion annual budget  

Centers for Medicare and 
Medicaid Services (CMS) 
nearby in Baltimore, MD 

$41 Billion annual budget  

National Institutes of Health 
(NIH) 

$5 Billion annual budget  

Food and Drug  
Administration (FDA)

THE POWER OF OUR FEDERAL PRESENCE

18 Federal Agency  
Headquarters located 

in Montgomery County,  

Maryland

$3 Billion+ invested in 
MoCo biotech companies  
for coronavirus vaccine  
development and production

THE TALENT CAPITAL

300+ Bio companies 

40,000 life science 
workers 

59% of adults over 25 
have a Bachelor’s Degree 
or higher 

#1 Maryland has the highest 

concentration of STEM jobs 

of any state in the U.S. 

#2 Maryland is one of the 

top states for professional 

and technical workers 

31.8% of adults 

over 25 with a Master’s 

Degree or higher  

(highest of all counties  

with more than 1M  

residents)

M O N T G O M E R Y  C O U N T Y ,  M A R Y L A N D

Accelerate Data Center Innovation in Montgomery County, Maryland
Become a part of an exciting region that synchronizes tech, data and talent. Montgomery County is the  

perfect landing spot for Data Center growth and expansion. Grow here to centralize shared IT operations  

and equipment for data storage. Montgomery County is ideally prepared to house these critical assets  

vital to smart cities and daily operations for business.

MONTGOMERY COUNTY VS. THE NATIONAL AVERAGE 

     Selected 
  Occupations

Employment  
Numbers

Location  
Quotient

Statisticians 861 6.42

Computer and  
Mathematical  
Occupations

29,868 1.94

Computer and  
Information Research 
Scientists

719 7.11

Information Security 
Analysts

1,140 2.78

Computer Network 
Architects

1,207 2.37

Network and 
Computer Systems 
Administrators

2,759 2.35

Mathematicians 47 4.87

Operations Research 
Analysts

834 2.57

Why Montgomery County? Find key 
               assets for growth: 

• Rich in the talent you need to  

successfully run the data center

•  Ideal east coast location which houses 

the National Cybersecurity Center 

of Excellence (NCCoE), a part of the 

National Institute of Standards and 

Technology (NIST), along with  

18 federal agency headquarters

• Private company tech excellence:  

1,200 tech firms and more than  

90,000 tech workers in the county  

• ultraMontgomery supports  

cost-effective, competitive access  

to robust, reliable and secure  

broadband services and ultra-high 

speed networks for businesses 

throughout Montgomery County
Source: JobsEQ Q1 2020

 29,868
Computer and Mathematics  
professionals in Montgomery County

 #1
MD has the highest concentration 
of STEM jobs in the U.S.

Montgomery County and the State of Maryland have the  
infrastructure and innovation to grow your Data Center.

thinkmoco.com

 3 times
more cyber-related programs in Maryland 
than the rest of the country, combined

 31/2 times
more cyber engineers in MD/DC/VA 
than the rest of the country, combined

THE CONVERGENCE 
OF TECH, DATA & TALENT

M O N T G O M E R Y  C O U N T Y  
E C O N O M I C  D E V E L O P M E N T  
C O R P O R A T I O N  M A R Y L A N D

Reach out to us to grow in Montgomery County, Maryland 
connect@thinkmoco.com

$1.6 Trillion annually  

Hub of global healthcare  

spending

$1 Trillion annually 

Centers for Medicare and 
Medicaid Services (CMS) 
nearby in Baltimore, MD 

$41 Billion annually  

National Institutes of Health 
(NIH) 

$5 Billion annually  

Food and Drug  
Administration (FDA)

THE POWER OF OUR FEDERAL PRESENCE

18 Federal Agency  
Headquarters located 

in Montgomery County, MD

$3 Billion+ invested in 
Mont. Co. biotech companies 
for coronavirus vaccine  
development and production

1801 Rockville Pike, Suite 320, Rockville, MD 20852  I  240.641.6700  I thinkmoco.com

THE VACCINE  
CAPITAL NEXT TO
THE NATION’S CAPITAL

M O N T G O M E R Y  C O U N T Y ,  M A R Y L A N D

VENTURE CAPITAL MAGNET 
$1.3 Billion in Venture Capital 
raised since 2015

$365 Billion market cap of companies with 
global or U.S. HQs in Montgomery County, MD

THE TALENT CAPITAL
300+ Bio companies 

40,000 life science 
workers 

59% of adults over 25 
have a Bachelor’s Degree 
or higher 

#1 Maryland has the highest 

concentration of STEM jobs 

of any state in the U.S. 

#2 Maryland is one of the 

top states for professional 

and technical workers 

31.8% of adults 

over 25 with a Master’s 

Degree or higher  

(highest of all counties  

with more than 1M  

residents)

Click on images to download

http://thinkmoco.com/key-industries


THANK YOU
Visit us at thinkmoco.com

robel@thinkmoco.com

Sign up for our newsletter for ongoing business news and support
Send us your updates so we can help promote your business — email us at connect@thinkmoco.com

http://thinkmoco.com/
mailto:Jerry@thinkmoco.com?subject=Let's%20Connect
https://thinkmoco.com/connect
mailto:connect@thinkmoco.com


Workshop Overview

Ron Pulivarti, NIST NCCoE



AGENDA: MAY 19

Segment Time (EDT)
Workshop Day 1 Reflections 1:00 PM – 1:10 PM
Session Three: Genomic Data Security Through 
Risk Management

1:10 PM – 2:10 PM

Break 2:10 PM – 2:25 PM
Session Four: Genomic Data Security in 
Electronic Health Records

2:25 PM – 3:25 PM

Wrap Up 3:25 PM – 3:30 PM



DISCLAIMER

Certain commercial entities, equipment, products, or materials may be 
identified by name or company logo or other insignia in order to 
acknowledge their participation in this collaboration or to describe a 
procedure or concept adequately. Such identification is not intended 
to imply special status or relationship with NIST or recommendation or 
endorsement by NIST or NCCoE.



Please use the Q&A window to enter 
your questions for today’s workshop. 
We will do our best to answer the 
questions in real time.

1. On the right side, click on Q&A 
header to open the Q&A panel.

2. Type your question in the box, along 
with your name and organization.

3. Click send.
4. We will answer as many questions 

as we are able during Q&A sessions.

Audience Engagement



Housekeeping
• We support the health and well being for all.

• We are supporting virtual collaboration.
• We have a 15-minute break planned for the day. 

• We want audience engagement.
• Please pose your questions for today’s workshop using the Q&A 

window.

• We intend to share our learnings today.
• We are recording this session for future post on the NCCoE Website.
• We will post the speaker slides and recording on the NCCoE Website.

This meeting is 
being recorded.



Virtual Workshop on Exploring 
Solutions for the Cybersecurity of 
Genomic Data

Day One Recap
Fred Byers, NIST NCCoE



Session Three: Genomic Data 
Security Through Risk 
Management
Victoria Yan Pillitteri (NIST)
David Bernick (Broad Institute)



NIST Risk Management Framework 
(RMF) Overview

Victoria Yan Pillitteri
victoria.yan@nist.gov



Agenda – NIST RMF Overview

About the National 
Institute of Standards 
and Technology

Overview of the Federal 
Information Security 
Modernization Act (FISMA)

NIST SP 800-37, Rev. 2
Risk Management Framework for 
Information Systems & Organizations

Additional Resources

Questions

Contact Information
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a

To promote U.S. innovation and industrial competitiveness by advancing 
measurement science, standards, and technology in ways that 
enhance economic security and improve our quality of life

NIST Mission

19



Federal Information Security Modernization Act

What is FISMA?

The Federal Information Ssecurity Management Act 
(FISMA 2002) requires each federal agency to develop, 
document, and implement an agency-wide program to 
provide information security for the information and 
systems that support the operations and assets of the 
agency, including those provided or managed by 
another agency, contractor, or other sources. 
FISMA, along with the Paperwork Reduction Act of 1995 
and the Information Technology Management Reform 
Act of 1996 (Clinger-Cohen Act), explicitly emphasizes a 
risk-based policy for cost-effective security.
The Federal Information Security Modernization Act 
(FISMA 2014) amends FISMA 2002 to (1) reestablish the 
oversight authority of the Director of the Office of 
Management and Budget (OMB) with respect to agency 
information security policies and practices, and (2) set 
forth authority for the Secretary of Homeland Security 
(DHS) to administer the implementation of such policies 
and practices for information systems.



ADDRESSES

CYBERSECURITY 
& PRIVACY
RISK

APPLICABLE TO

ALL TYPES
OF SYSTEMS & 
ORGANIZATIONS

AUTHORIZATION

BOUNDARY
GUIDANCE

MANDATED BY 

OMB A-130 
FOR FEDERAL AGENCIES

PROVIDES LINKS TO 
OTHER KEY 

NIST PUBS

HOLLISTIC & FLEXIBLE 
7 STEP 
PROCESS
TO MANAGE RISK

SYSTEM & COMMON 
CONTROL 

AUTHORIZATIONS

ROBUST FEDERAL 
IMPLEMENTATION OF THE

CYBERSECURITY 
FRAMEWORK

NIST Special Publication (SP) 800-37
Risk Management Framework (RMF) for Information Systems & Organizations

21

3 REVISIONS SINCE 

2004



The RMF provides a structured, yet flexible process
for managing cybersecurity and privacy risk 
that includes system categorization, control 

selection, implementation, assessment, 
authorization, and continuous monitoring.  

Risk Management Framework Overview

22



Essential activities to prepare the organization 
to manage security and privacy risks
Categorize the system and information 
processed, stored, and transmitted based on an 
impact analysis
Select the set of NIST SP 800-53 controls to 
protect the system based on risk assessment(s)
Implement the controls and document how 
controls are deployed
Assess to determine if the controls are in place, 
operating as intended, and producing the 
desired results
Senior official makes a risk-based decision 
to authorize the system (to operate)
Continuously monitor control implementation 
and risks to the system

Risk Management Framework Steps

23



RMF Steps and Tasks: Considerations for 
Genomic Data

24

RMF Prepare Step
Genomic data is considered when 
developing/identifying the:
• Risk Management Strategy (Task P-2)
• Continuous Monitoring Strategy -

Organization (Task P-7)
• Authorization Boundary (Task P-11)
• Information Types (Task P-12)
• Risk Assessment – System (Task P-14)
• Requirements Definition (Task P-15)
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RMF Categorize Step
Genomic data is considered when 
developing the:
• Security Categorization (Task C-2)

RMF Steps and Tasks: Considerations for 
Genomic Data
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RMF Steps and Tasks: Considerations for 
Genomic Data

RMF Select Step
Genomic data is considered when 
developing/identifying the:
• Control Selection (Task S-1)
• Control Tailoring (Task S-2)
• Control Allocation (Task S-3)



RMF Steps and Tasks: Considerations for 
Genomic Data
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RMF Steps and Tasks: Considerations for 
Genomic Data

28

RMF Monitor Step
Genomic data is considered during:
• System Disposal (Task M-7)



Additional Resources

https://nist.gov/RMF

Program overview & links to additional resources, 
including Quick Start Guides, Roles & 
Responsibilities summary, the Security Control 
Overlay Repository, and SP 800-53 Release Search

Risk Management Framework

https://csrc.nist.gov/publications/detail/sp/800-
37/rev-2/final 

RMF for Information Systems and 
Organizations: A System Life Cycle 
Approach for Security & Privacy

SP 800-37, Revision 2

https://csrc.nist.gov/Projects/risk-
management/rmf-training

Free, 3 hour online introductory course 
on the RMF (SP 800-37, Revision 2) and 
LMS compatible formats

RMF Online Course

29

https://nist.gov/RMF
https://csrc.nist.gov/publications/detail/sp/800-37/rev-2/final
https://csrc.nist.gov/Projects/risk-management/rmf-training


STAY IN TOUCH
CONTACT US

@NISTcyber

nist.gov/RMF sec-cert@nist.gov

30



(AKA no, no one has a diagram 
for that and there are no docs).

David Bernick, Broad Institute 
Chief Information Security Officer 

Academia Adventures in FedRAMP-land



● Broad Institute concentrates on FedRAMP as a compliance.
○ It is highly prescriptive (NIST-800-53 r5 Moderate).
○ It is totally unforgiving and does not appreciate “hand wavy” explanations.
○ You get audited by auditors who in-turn are audited by GSA.



● We were already doing FISMA over and 
over for this same system.
○ FISMA also uses NIST-800-53 r5 

Moderate and has the same auditors 
(in our case).

○ FedRAMP is about the System, 
FISMA is about the data. For us they 
were the same.



● What went great?
○ Culture!

■ Our compliance teams work closely with our Dev and Appsec and InfraSec teams. 
■ Everyone knows this is important and product owners help allocate time. No 

“throw over the fence” culture.



● What wasn’t great?
○ Scanners are indisputable; If the scanner says it’s a HIGH, it’s a HIGH and you 

have 30 days to fix it. 
■ That required us to clearly document EACH finding and EACH False 

Positive. 
■ Couldn’t ignore things even if we KNEW they weren’t possibly exploitable.
■ We all know scanners aren’t that smart so it’s A LOT of extra stuff.

○ Change Management
■ If you’re letting devs release to prod without a security review of EACH 

change, you have to stop.
■ Most orgs with FedRAMP roll up changes for a weekly/bi-weekly release 

with security oversight.



Since this is a NIST talk, let’s talk about NIST-800-53r4

The Good
● NIST-800-53 is a really good security framework. 

The Bad
● Modern scanners don’t know what to do with Dockers, but you’re required to 

scan them.
○ Even stuff marketed at being Docker Scanners doesn’t do great.

● Modern scanners don’t know what to do with complex web-apps
○ But you have to scan anyhow and you’ll never find anything meaningful.

● Annual Pentests are not meaningful in a modern, fast moving system.
○ Too complex for a 2 week engagement and they don’t find anything. 



The Ugly
● The Framework is more about traditional VM/Network/Web stacks and that 

doesn’t reflect a modern stack made up of various custom web-services (layer 7) 
and inherited cloud services that we don’t manage.
○ Example: Scanning OS of Dockers is a distraction as it’s nowhere near the 

security surface. But nothing about real Oauth security.
● Unprepared for an API-offering
○ A system that is primarily an API for use by users downstream means an ill-

defined perimeter. 
○ Scanning/protecting APIs is cutting-edge from vendors and not well vetted.



The Ugly
● Specifically for Life Sciences – Concepts like “timeouts” or “inactivity” are hard to 

define
○ Long running processes
○ Usually using refreshable tokens
○ What does it mean to “timeout” a user when the user’s running process lasts 

a week?
○ Auditors were unbending here and it took a lot of paperwork to accept a risk 

that is “normal” in our industry.



● Things we do beyond FedRAMP/NIST requirements
○ In-house red-teaming/SDLC enforcement/ongoing Pen-testing
○ IaaS security requirements – we adhere to CIS level 1 Benchmarks for GCP -

most of framework is still very centric on VM/Networks
○ Internal Encryption – Cloud networks are viewable by the clouds themselves 

and EU collaborators don’t like that, so we encrypt everything
○ Threat Modeling as part of SDLC – ie security BEFORE code
○ Supply Chain Analysis of Library vulnerabilities



Devs get freaked out by size of -53
We reduce it to this:
Just do good security practices – And write them down. 
● Authentication at every level of your stack – Infrastructure and app
● Authorization at every level – every access to data checks to see if the access is 

legitimate
● Encryption at every level
● Audit trails at every level – alerts and metrics that humans respond to
● Assess these things through testing

That’s it. 
The trick is actually doing it. All the time. And not getting in the way of science.



Questions?

dbernick@broadinstitute.org



Genomic Data Security Through Risk 
Management

Moderated 
Questions and 

Answers

Enter your question in the Q&A panel.

1. On the right side, click on Q&A header to 
open the Q&A panel.

2. Type in the box your name, organization and 
question.

3. Click send.



Break
2:25 PM

Enjoy your break.
We’ll start again soon!

TOPIC PRESENTERS

Session Four: Genomic Data 
Security in Electronic Health 
Records

Devin Absher (HudsonAlpha)

Scott Newberry (HudsonAlpha)

Abigail Watson (MITRE)

Coming up next!



Welcome Back!

This meeting is being recorded.



Genomic Data Security in 
Electronic Health Records

Devin Absher (HudsonAlpha)
Scott Newberry (HudsonAlpha)
Abigail Watson (MITRE)



Session Agenda and Speakers
The Integration of Genomic Data and Healthcare Outcomes

• Role of Genomics in Healthcare Outcomes 
o HudsonAlpha Institute for Biotechnology – Dr. Devin Absher, Faculty Investigator

• Overview of FHIR
o HudsonAlpha Institute for Biotechnology – Scott Newberry, Director of Software 

Engineering

• Securing Genetic Systems and Integrations 
o MITRE – Abigail Watson, Principal FHIR Software Engineer



National Cybersecurity Center of Excellence
NCCoE Virtual Workshop on Exploring Solutions for the Cybersecurity of 
Genomic Data

Dr. Devin Absher, HudsonAlpha



Role of Genomics in Healthcare Outcomes



Role of Genomics in Healthcare Outcomes



Role of Genomics in Healthcare Outcomes



Role of Genomics in Healthcare Outcomes



Role of Genomics in Healthcare Outcomes



Role of Genomics in Healthcare Outcomes
The Challenges

● Genomic data is large, complex, and can be medically relevant at any 
time in a patient’s lifespan

● Education and clinical decision support will be critical to successful 
implementation of precision medicine

● Portability, privacy, chain-of-custody, re-interpretation



National Cybersecurity Center of Excellence
NCCoE Virtual Workshop on Exploring Solutions for the Cybersecurity of 
Genomic Data

Scott Newberry, HudsonAlpha



FHIR Overview
Fast Healthcare Interoperability Resources

Emerging standard across the healthcare industry

Specifies a data format and resources

Describes an API for programmatic exchange of health data

Supports nearly any healthcare use case - extensible where it doesn’t





FHIR Resources
DiagnosticReport - findings and interpretations of diagnostic tests

Observation - measurements made about a patient

MolecularSequence - a specific genetic sequence or variant

Consent - represents a patient’s choices regarding healthcare

Provenance - tracks info about the activity that created/destroyed/modified a resource



Observation
Required fields circled in orange

Most of the fields in the resource are 
optional

Most resources are broadly defined

Implementers can decide specifics 
regarding each resource they support

https://www.hl7.org/fhir/observation.html

https://www.hl7.org/fhir/observation.html


FHIR Profiles
A set of specifications that describe the details about a given FHIR solution

Indicate which FHIR resources and API features are in use

Constrain and extend both APIs and resources

Allow for creation of new resources, if needed

Provide a common description language for consumers of your FHIR data



Genomics FHIR Profile and Implementation Guide
Extensions of FHIR to specifically address the genomics use case

A new resource, MolecularSequence, to describe variants

Extensions of others to provide context and data related to next generation sequencing 
results



MolecularSequence Resource



Observation-genetics



DiagnosticReport-genetics



Tying it all together



What about the “big” genomic data?
Genomics FHIR Profile mainly focuses on reported variants

Usually these are small in number and clinically actionable

MolecularSequence is not intended to store ALL variants

VCF & BAM files contain data that could be relevant in the future 



“Big” data is available externally



Review
FHIR is an API/data standard for healthcare data

It is a foundational set of resources

Extensible for any healthcare use case via profiles

Genomics profile is a good starting point for actionable variant data

Integrating “big” genomic data into health records is the next step



Securing Genetic Systems and Integrations 



National Cybersecurity Center of Excellence
NCCoE Virtual Workshop on Exploring Solutions for the Cybersecurity of 
Genomic Data

Abigail Watson
MS Biomedical Informatics
Principal FHIR Software Engineer
Open Health Services, MITRE 

Approved for Public Release; Distribution Unlimited. Public Release Case Number 22-1693
©2022 The MITRE Corporation. ALL RIGHTS RESERVED.



Radiology PACS Systems https://www.dicomstandard.org/using/security/
- DICOM Standard https://www.dicomstandard.org/
- DICOM App Entitites (AE Titles) https://dicom.nema.org/dicom/2013/output/chtml/part07/sect_6.2.html
- Folder containers (DICOMDIR) https://dicom.nema.org/medical/Dicom/2016b/output/chtml/part03/sect_F.2.2.2.html
- Pre-fetching subscription rules https://developer.mozilla.org/en-US/docs/Web/HTTP/Headers/Content-Security-Policy/prefetch-src

Fast Healthcare Interoperability Resources https://hl7.org/fhir/
- Security Checklist https://www.hl7.org/fhir/safety.html

SMART on FHIR 
- OAuth2 https://oauth.net/2/
- OpenID https://openid.net/what-is-openid/

Provenance & Data Lineage
- X-Header https://www.hl7.org/fhir/provenance.html
- Bundle https://www.hl7.org/fhir/bundle.html

Advance Care Directives
- FHIR Consent https://www.hl7.org/fhir/consent.html

- FHIR at Scale Taksforce (FAST) https://oncprojectracking.healthit.gov/wiki/pages/viewpage.action?pageId=43614268
- HTTPS https://www.ssl.com/faqs/what-is-https/
- SSL Certificates (X.509) https://www.ssl.com/faqs/what-is-an-x-509-certificate/
- UDAP Trust Framework (FAST) https://www.udap.org/

File system security
- PGP/GPG https://www.privex.io/articles/what-is-gpg
- GPG + UDAP/X.509 https://stackoverflow.com/questions/41904252/how-to-convert-x509-certificate-and-private-key-in-pem-format-to-gpg-format

https://www.dicomstandard.org/using/security/
https://www.dicomstandard.org/
https://dicom.nema.org/dicom/2013/output/chtml/part07/sect_6.2.html
https://dicom.nema.org/medical/Dicom/2016b/output/chtml/part03/sect_F.2.2.2.html
https://developer.mozilla.org/en-US/docs/Web/HTTP/Headers/Content-Security-Policy/prefetch-src
https://hl7.org/fhir/
https://www.hl7.org/fhir/safety.html
https://oauth.net/2/
https://openid.net/what-is-openid/
https://www.hl7.org/fhir/provenance.html
https://www.hl7.org/fhir/bundle.html
https://www.hl7.org/fhir/consent.html
https://oncprojectracking.healthit.gov/wiki/pages/viewpage.action?pageId=43614268
https://www.ssl.com/faqs/what-is-https/
https://www.ssl.com/faqs/what-is-an-x-509-certificate/
https://www.udap.org/
https://www.privex.io/articles/what-is-gp
https://www.privex.io/articles/what-is-gpg
https://stackoverflow.com/questions/41904252/how-to-convert-x509-certificate-and-private-key-in-pem-format-to-gpg-format


Q1:  How do we secure genomics data?



Observation:  Genomics files are large.

Q2:  So… how do we currently secure large files?













Great.  That’s a start.

Q3: How would this work in practice with genomics and the 
latest web technologies and government standards?





















Might also use:

- Media
- DocumentReference
- DocumentManifest
- DiagnosticReport

















©2022 The MITRE Corporation. ALL RIGHTS RESERVED.

Thank you!



Genomic Data Security in Electronic 
Health Records

Moderated 
Questions and 

Answers

Enter your question in the Q&A panel.

1. On the right side, click on Q&A header to 
open the Q&A panel.

2. Type in the box your name, organization and 
question.

3. Click send.



Workshop Close Out

Ron Pulivarti, NIST NCCoE
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https://www.nccoe.nist.gov/projects/cybersecurity-genomic-data

NCCoE Cybersecurity of Genomic Data 
Project Page



Thank you for joining!

Contribute to the conversation
Email genomic_cybersecurity_nccoe@nist.gov


