WELCOME!

- Please use the Q&A window to enter your questions for today’s workshop.
- We will do our best to answer the questions in real time and will post responses to those we didn’t have time to cover.

Q&A

Enter your question in the Q&A panel.

1. On the right side, click on Q&A header to open the Q&A panel
2. Select a participant in the ask menu
3. Type your question in the box
4. Click send or send privately
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NCCoE
National Cybersecurity Center of Excellence
NIST Introduction & Workshop Overview

Kevin Stine
NIST
Why Frameworks Matter for Modern Software Developers: Rooting DevSecOps Practice in Security Frameworks

Aaron Cooper
BSA
6 Pillars of DevSecOps

John Martin
Safecode
DevSecOps Pipeline for Complex Software-Intensive Systems: Addressing Cybersecurity Challenges

Carol Woody
SEI
92 years to DevOps: a Motorola Solutions Case Study

Adam Lewis
Motorola Solutions
Moderated Q&A

Moderator:
Karen Scarfone
Scarfone Cybersecurity
We will resume in 5 MINUTES
Lessons Learned and Open Problems Delivering Companywide DevSecOps Solutions at Microsoft

Michael Fanning
Microsoft
How leaders set the stage – Successfully Scaling DevSecOps

Tim Anderson
AWS
Shift-Left Compliance & Security

Jim Doran
IBM
Securing and Protecting DevSecOps with Cloud-Enabled Technologies

Lisa Lorenzin
Zscaler
Moderated Q&A

Moderator:
Michael Bartock
NIST
We will resume in 5 MINUTES
Full Stack DevSecOps

John Morello
Palo Alto Networks
Using Balanced Development Automation to Address Security in a DevOps Environment

Ehsan Foroughi
Security Compass
Journey to DevSecOps

Jim Barr
TechTrend
Elevating DevSecOps Strategy with Visibility and Action

Michael Polisky
Splunk
Moderated Q&A

Moderator:
Curt Barker
Dakota Consulting
Next Steps/Wrap-Up

Curt Barker
Dakota Consulting
THANK YOU FOR JOINING!